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1 63A 5.1.6 Successful return of an enrollment code at any address that has been validated (email, telephone, postal address) is sufficient to satisfy the verification condition. However, there is no suggested way to validate email and telephone. This may be an omission in the requirements.Define acceptable methods to validate email and telephone attributes prior to sending an enrollment code. Failing that, remove email and telephone as suggested targets for an enrollment code.
2 63C 4 The FAL to Requirement table is flipped as compared to the IAL and AAL tables Each column should be a FAL and each row should be the requirement to match the presentation in 63A and 63B
3 63B Note to reviewers 2 PassKeys are subject to implementation differences and may be categorized as different types of authenticators depending on vendor. For instance, both Google and Apple have chosen to use keychains (software crypto storage) for PassKey secrets in order to be able to sync them across users devices. On the surface, these PassKey implementations can be MF Crypto Software as they can use biometric activation factors. However, in Apple's case, the keychain can be recovered via an AAL1 authentication process as an AppleID uses memorized secret and user phone number as its factors.Add discussion of second-order recovery risks.
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