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Commenter (Who wrote this)Comment #Publication  (Base, 63A, 63B, 63C)Section Page # Line # Comment 
Okta, Inc. 1 63B 4.2.2 9 539

22-09 does not REQUIRE a phishing resistant factor for public use. 
it's recommended.

Okta, Inc. 2 63B 5.2.7 36 1421/1422 is this saying that a complex password DOES meet the requirements for "verifier compromise resistant"?
Okta, Inc. 3 63B - - -

Seems the definition of "phishing-resistant" was aimed at extending to include FIDO2 WebAuthn, rather than providing clarity on 
multiple avenues to achieve phishing-resistance. 

Okta, Inc. 4 63B B - -
The most consequential revision of 800-63B is the clear definition of phishing-resistant authentication. The inclusion of origin (i.e. 
name) binding frees industry to deliver innovative, web-enabled, best of breed security solutions. This definitional amendment 
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