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Q10/17 1 63B 4 18 434 Reagrding FIPS 140-2 certifications Include a note on the validity of FIPS 140-2.  

Q 10/17 2 63B 4.1 18 443 Need to encourage stronger authentication at all levels
MFA is recommended even if it is not required

Q 10/17 3 63B 4.2.1 20 517 Biometric Authenticators need to be bound to users

Therefore, when conducting authentication with a
biometric characteristic, and if there is enough confidence about the user to 
device binding, then it is unnecessary to use two authenticators because
the associated device serves as “something you have,” while the biometric
match serves as “something you are.”

Q 10/17 4 63B 4.2.2 521 Attestations are needed for stronger authentication NIST should consider the use of attestation when the situation requires it

Q 10/17 5 63B 5.2.5 9 540

Line 540 with  “While phishing resistance in Sec. 5.2.5 is not generally 
required for authentication at AAL2” should be  be changed to encourage 
use of stronger authentication 

delete this part of the sentence "While phishing
resistance as described in Sec. 5.2.5 is not generally required for authentication 
at AAL2"

Q 10/17 6
63A 5.5.2.2 29 1133-

1134
Demonstrated association with a digital account through an AAL2 
authentication or an AAL2 and FAL2 federation protocol

Need to cover decentralized identity appeoaches including the use of Verifiable 
Credentials  for remote proofing
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